Test Certificate Policy

Test CP to Support V2X SCMS Testing

1. Introduction
1.1 Overview

This Certificate Policy (CP) defines certificate policies to facilitate testing of public key
cryptography and Public Key Infrastructures (PKI) in the context of Wireless Access in Vehicular
Environments (WAVE).

This CP is consistent with [RFC 3647].

EVIDEN disclaims any liability that may arise from the use of any certificate issued by any
Certificate Authority (CA) that asserts this policy.

1.2 Document name and identification

A CA as part of a Security Credential Management System (SCMS) for V2X Communications may
issue certificates in compliance to [IEEE 1609.2] with Provider Service Identifiers (PSID)
referenced under https:/standards.ieee.org/products-programs/regauth/psid/public.

1.3 PKI participants

No stipulation.

1.4 Certificate usage

Certificates issued under this policy should be used for testing purposes ONLY. This CP does not
guarantee any level of assurance. These certificates should not be used to implement security for
real-world applications.

1.5 Policy administration

1.5.1 Organization administering the document

EVIDEN is responsible for all aspects of this CP.

1.5.2 Contact

Questions regarding this CP shall be directed to EVIDEN via electronic mail at dl-fr-its-
product@eviden.com.
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1.5.3 Need for CPS

This CP may be used without a Certificate Practice Statement (CPS).

1.5.4 CPS approval procedures

No stipulation.

2. Publication and repository responsibilities

No stipulation.

3. Identification and authentication

No stipulation.

4. Certificate life-cycle operational requirements

No stipulation.

5. Facility, management, and operational controls

No stipulation.

6. Technical security controls

No stipulation.

7. Certificate, CRL, and OCSP profiles

No stipulation.



8. Compliance audit and other assessments

No stipulation.

9. Other business and legal matters

No stipulation.
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